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Project Description
“Cyberbullying is kids or teens who are tormented, made vulnerable, humiliated, harassed, hassled, embarrassed, and targeted using e-mail, texting, chat rooms, camera phones, Facebook, and other websites or other sources of technology” (The history of, 2013). Some of the things posted on the social media sites can have lasting effects on a person. Girls in general put up too much personal information on their social media sites. Not only are social media sites the problem, but many girls think that by sending a picture to a boyfriend or friend will not get around to others, but what if whomever they send it to sends it to 15 other people? With all five of us being teachers, we have heard of many cases of students who were being cyberbullied.
According to a study done by the University of New Hampshire’s Crimes Against Children Research Center, “one in 17 children ages 10 to 17 have been harassed online as of 2000” (The history of, 2013). Cyberbullying is a big issue today with so many younger kids being able to sign up for social media sites and being able to take pictures on their cell phones.  In fact, "almost half of all teenagers in the United States have been affected by cyberbullying” (The history of, 2013). According to Education.com (2006), “bullying of all kinds can seriously affect the mental health, academic work, and physical health of children who have been targeted” (Why must we, 2006-2013). 
To explain, "the emotional impact of being bullied includes declining grades, multiple absences from school, increasing depressive symptoms, suicidal ideation and even suicide" (LadyLane, 2012). Recently there have been a few cases of cyberbullying in the news, but the one that sticks out is the Amanda Todd case. Amanda Todd was persuaded to send a revealing picture to a man she had never met. This man then harassed her, and he sent her photos to her teachers, parents and classmates. Her classmates then bullied her and Amanda Todd committed suicide. Our focus is on teenage girls ages 14-15. At this age, many girls would do almost anything to fit in, and these are the ages where girls can be very vulnerable. We want to show the girls that there are many risks associated with revealing too much information to the public. The girls will watch and read case studies to see firsthand how cyberbullying can affect a person's life. We would like to help inform the girls about cyberbullying and if they ever have a problem, they would then know the correct steps to stop it.   



[Return to TOC]

Needs Analysis
The problem today is teen cyber abuse is increasing at a staggering rate (LadyLane, 2012). Cyberbullying affects both males and females students, ranging in age. School violence has decreased, but cyberbullying has been increasing five percent each year.  Consequently, "females are more likely to be involved in cyberbullying than males, but males are more likely to experience a threat from another" (LadyLane, 2012). "Cyberbullying can include insulting, stalking, threatening, and even stealing one's personal photos and defacing them" (S, 2010). Cyberbullying can make someone feel humiliated, upset, lower self-confidence, depressed, and like committing suicide. 
"The effects of cyberbullying can be serious, and whether you are in person or online, bullying must come to an end before someone's life does" (S, 2010). Cyberbullying will never be stopped completely. There are too many females and/or males that need to feel the rush of bringing someone down, whether in person or online. If we educate learners about ways to prevent or ways to stop cyberbullying, maybe people will take the advice given and apply it to their lives. If we create clear expectations for student behavior about the consequences of their online actions, it can go a long way towards changing the culture in which such bullying thrives.
We will be providing teenage girls with information to help understand cyberbullying. We plan to introduce words associated with cyberbullying and case studies where students have gone through it and the results that have happened from it. We want to educate the girls on what is appropriate to say or do via social media sites and with pictures that are taken and sent to others. We will instruct the learners how to react if cyberbullied and ways to stop it. When sending photos, we want learners to think, "What if other people saw this?" Many girls do not realize the information or photos they put up online or send via phones can cause problems for them today, tomorrow, or years down the line, and they need to be aware of this.
[Return to TOC]
Learner Analysis
Learner Characteristics:
General Characteristics of the learner: Female, aged 14-15 (though behavior could include girls of ages slightly higher or lower depending on their exposure to social media and related situations); only 41% of teens in this age range say that their parents know what sites they visit and what they are doing online, as compared to 90% of 10 to 12 year olds, making them more likely to engage in risky online behaviors (Harris Polls, 2007). The learner is therefore school-aged, computer literate to an extent, maturing socially but not yet fully confident; uses social media to define self and varying academic ability and popularity among peers; responds well to messages from peers but not necessarily adults (Live Science, 2013). Learners of all ethnicities and genders are equally likely to participate in or be victims of cyberbullying, as such this training can be catered to learners of diverse backgrounds (Bellmore & Tomonaga, 2013).
Specific Entry Characteristics: Given that the training focuses on social media, the learner must be computer literate enough to communicate via social media, sufficiently socially aware to understand the desire to fit in. Ethnicity, gender, and other characteristics are often the source of comments or commentary in cyberbullying. In order to design effective training, we will make our instruction so that it appeals to this social awareness. However, the target audience has a wide variety of backgrounds, social values, and academic abilities (Thornhill & Mixon, 2011).
Learning Style: Aesthetically aware (cyberbullying and shaming often involve physical appearance or differences in clothing or physical characteristics [Bellmore & Tomonaga, 2013]), perceptive of differences in others; most likely to learn via interactive media and multiple modalities; good at communicating via technology.
Academic information: Varies widely; may have some exposure to anti-bullying campaigns through school but may not have responded to prior training. Participants will include learners with disabilities as well as high achievers.
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Performance Gap Analysis
Learners may fall into one or more of several roles based on the bullying cycle; what each learner gets out of the training will vary, as described below (roles from Kansas Safe Schools Resource Center):
· Bully-- Has issues with anger or identity, but does not know how to handle social differences and uses social media as a venue to put down others in order to feel better about own frustrations; at end of training, should have some tools to handle difference more tactfully and greater awareness of the implications of putting images and information on the Internet. Additionally, the training will let bullies know that their peers are aware of the strategies and mechanisms that bullies use to put people down and will be more aware of their own actions and the repercussions (both legal, informal, and social) of bullying).
· Target-- May appear or seem different to peers, or use social media to stand out in an attention-seeking way; at the end of training, should be able to self-advocate and be aware of implications of putting images and information on the Internet.
· Supporters, Onlookers-- May have varying levels of awareness of the problem; probably have seen examples of cyberbullying but do not know how to act appropriately; will benefit from training as to how to respond to negative comments, criticisms, and images, and will be enabled to seek assistance in situations where being bullied.
· Defenders-- Have a larger awareness of the implications of bullying and choices including social media; could benefit from specific facts or examples to use as a part of their role supporting victims and raising awareness among peers. Will be most likely to report bullying to an adult or to utilize resources outlined in the training that state where to go if you are a victim of bullying or if someone you know is being targeted.
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Contextual Analysis
Orienting Context

 This training may be something that is imposed on students by counselors, parents, teachers, or peers; as such, the media will need to be appealing and help deliver the message . Some learners who privately struggle with self-image or who are victims may be more likely to listen carefully and find utility for the training, but many students who are enablers or observers may not necessarily think that the instruction will be useful or that they will find applications for it in their lives; but-it may be difficult unless the instruction is coupled with an awareness campaign or the adoption of a slogan at the school utilizing the training so that the message can be spread that students are accountable for the information. 
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Instructional Context
This training will be asynchronous, independently paced, and perhaps not even strictly chronological so that students can explore at their own pace. However, there will be an instructor facilitating the online “conversation” to ensure that the responses that the students have to the content is appropriate based on the situations they are encountering, and to prevent any potential arguments, disputes, or inappropriate commenting. The module should be viewable in students’ homes or schools with an internet connection, and a DVD of all videos will be made available to schools/communities participating in the training so that they can see all videos on a computer without access to the Internet.  Having access to a home computer allows the student to interactively engage in an online PowerPoint, quizzes, and video clips, which can help promote safe and responsible internet usage. Handouts and pamphlets will be produced and distributed throughout the community to help bring awareness and take preventive measures against this serious problem.  This could potentially even be offered as a workshop during a teachers conference and parents meeting.




                     [Return to TOC]
Transfer Context
 High likelihood that the students will encounter, at least peripherally, some of these situations in real life but will be unlikely to commit specific details to memory; learners should have access to lists of resources and places to go for help, and cues and conversation starters for how to help one another in situations where cyberbullying may occur. Support for this transfer and application of knowledge will have to take place in peer groups (meaning an entire group of peers will need to participate in the training in order for it to self-reinforce and be effective), and trainees (students) will have to have continued support and reminders about how to implement what they have learned.
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Unit Goals
1.      To inform and bring awareness to girls between the age of 14-15 on how to    
protect themselves against cyberbullying and online shaming.
2.      To provide training and resources to girls so that cyberbullying is prevented.
3.      To provide steps to girls on what to do if they are/were victims/bullied.
4.      To warn girls of the potential risk of sharing indecent photos so they can protect 
themselves.
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Topic Analysis

	Facts
	Definition of cyberbullying, online shaming, bully, target, supporters, onlookers, defender (roles), flaming, bully, harassment, victim/target

	Concepts
	Privacy, Safety,  Social Networking, Publishing on the Internet, Bullying, Harassment, Stalking, Trolling, Flaming, Peer groups, Public access, Going viral, Spam, Viruses, Links, Danger, Google Searches, Consequences

	Principles and Rules
	The internet is a public domain. You should be in charge of what is published on the internet about you. Child pornography laws, Harassment, First amendment rights, Identity Theft, Hate Crimes

	Procedures
	Steps to follow to report cyberbullying, Responding to cyberbullying incidents, Reporting cyberbullying, Gathering evidence of cyberbullying

	Interpersonal skills
	Online etiquette, Acceptance of others, Respect, Choosing your words, Compromise, Empathize, Assertiveness, Negotiation

	Attitudes
	Responsibility, Awareness, Acceptance of others, Acceptance of self, Respect, Self-esteem, Confidence, Fitting In, Compromise, Self-respect, Acceptance of consequences,
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Procedural Analysis

	Topic
	What does the learner do?
	What does the learner need to know to do this step?
	What cues inform the learner that there is a problem, the step is done, or a different step is needed?

	Responding to cyberbullying incidents
	Steps to take immediately when you are cyberbullied:
1. Don’t respond to and don’t forward cyberbullying messages.
2. Keep evidence of cyberbullying. Record the dates, times, and descriptions of instances when cyberbullying has occurred. Save and print screenshots, emails, and text messages. Use this evidence to report cyberbullying to web and cell phone service providers.
3. Block the person who is cyberbullying.
	Be patient; be able to keep calm.
How to collect evidence
How to block people on social media sites
	Cue: Message, post, picture, video, etc. makes learner feel uncomfortable or awkward.

	Steps to follow to report cyberbullying
	Visit and use
http://www.stopbullying.gov/cyberbullying/how-to-report/index.html
	Where to report various forms (i.e. email carriers, social media sites, etc.)
	Cue: Message, post, picture, video, etc. makes learner feel uncomfortable or awkward.
Return/reply (communication) from agency report was made to.

	Learn and use appropriate language for cyberbullying and online shaming by completing an interactive PowerPoint. 
	The learner needs to know how to complete the interactive ppt by:

1. Giving an example of the word. This is a great way to ensure the student truly understands the word and its meaning. 

2. Writing a sentence or multiple sentences using the word.
	Understand word meaning and how to use the word appropriately
	Cue: The ppt. is designed to be controlled manually by the learner. Each slide contains a vocabulary word and picture. A definition is given for the word.

Once the interactive activity is submitted, feedback to the learner is provided. 

At the conclusion of the instructional module, the student decides where they fit within the cyberbullying cycle. 

The  final slide of the ppt. informs the learner that they have completed the instruction.
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Instructional Objectives 

Students will be able to accurately locate the http://www.stopbullying.gov/cyberbullying/how-to-report/index.html reporting site and follow the steps required to report cyberbullying incidents to the appropriate party/authority.
Students will be given an example case study to read/listen to/watch and they will determine an appropriate response to the cyberbullying or online shaming incident (i.e., ignoring, reporting to an adult, reporting to the social network, etc.).  Students will then defend their chosen action with the information they learned on the interactive website.
Students will learn and use the appropriate language for cyberbullying and online shaming in their PowerPoint assignment and in their tweets. 

Given example case studies on Amanda Todd and David Knight, students will correctly list an appropriate response they might have when their peers are contributing to shaming or bullying, or are being bullied and defend its effectiveness.
Given an example case study of Amanda Todd, students will read/listen to/watch and correctly identify what actions constitute cyberbullying and/or online shaming.
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Sequencing Description

Learning-Related Sequencing
	
	Learning Tasks
	Description
	Reasons

	Identifiable prerequisite I
	Students will be able to correctly identify what cyberbullying and online shaming are.
	Definitions of:
-Cyberbullying
-Online Shaming
	Students need to understand cyberbullying and online shaming, and what they can do to not get involved in it.

	Identifiable prerequisite II
	Students will be able to correctly identify where they will be able to locate or report cyberbullying or online shaming.
	- Tell your parents
- Tell a teacher/guidance counselor
-Know your local/state laws about cyberbullying
- Talk to the police
-Report person to social networking site
	When being cyberbullied, you need to know who to tell. It is very important to take appropriate actions, ignore or block the person, tell the police, or tell an adult.

	Familiarity
	The students will give an example of each vocabulary word and write each word in a sentence.
	Definitions of most familiar terms:
- Cyberbullying
- Online Shaming
- Harassment
- Victim/Target
- Bully
- Defenders
-Onlookers
- Flaming
	It is important for the students to know and understand the vocabulary because it will help them to understand the new information being presented.

	Familiarity II
	Students will create a response to a fake account of cyberbullying and they must figure out who is the correct person to tell.  
	- Tell your parents
- Tell a teacher/guidance counselor
-Know your local/state laws about cyberbullying
- Talk to the police
-Report person to social networking site
	Students need to know what is serious enough to go to the police and what needs to addressed with adults (parents, teachers, or guidance counselors)

	Difficulty
	Given the new set of vocabulary words, the students will write a sentence with a word they know, and a word they only heard of. Then, write a sentence with a word they have never heard of.
	Definitions of most familiar terms:
- Cyberbullying
- Online Shaming
- Harassment
- Victim/Target
- Bully
- Defenders
-Onlookers
- Flaming
	It is important to have the learners pick a word they already knew, a word they have heard of before, and a word they have never heard of because it increases difficulty.

	Interest
	Given example case studies, students will correctly identify situations where cyberbullying or online shaming is taking place.
	Students will watch a video about someone being cyberbullied.
	The learners need to see that in real life, people are cyberbullied and not all the outcomes are the same.

	Development
	Given example case studies, students will correctly list or name appropriate responses and/or reactions they might give when their peers are contributing to shaming or bullying or are being bullied.
	The students will read example case studies:
- Sarah’s Secret
- Tyler, Megan, Allyissa, Ryan, Phoebe, and Jessica
	When given a case study, it is important for the students to see that many people are affected by cyberbullying. It does not depend on race, sex, or ethnicity. Everyone can be affected, and they have to know how to deal with it.
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Instructional Message

Description of Pre-instructional Strategies
	Strategy
	Function
	Content Structure
	Learner
	Task Attributes

	Pretest: students will watch a video detailing case study (or alternately listen to one in a podcast, or read about one on the website) about cyberbullying, and respond to open-ended questions about that situation via twitter, and will brainstorm potential solutions for how to deal with the question in the case study
	Orient students to the goals of the training by showing them that they have a need for the information in it; allowing students to identify that they do not know all potential definitions, solutions, roles, etc. and outline a need for action[1]
	Open-ended questioning such as:
Think about the students in this case study. Which one are you most like? Where do you fit into the bullying cycle? What should the victim and the victim’s friends do? How can you prevent this from happening to you?
	Students with experience utilizing technology[2] and with cyberbullying which has gone unaddressed[3]
	The case study will provide context and give some background for the need for action, and will also allow students to connect with the content being discussed

	Advance organizer: On the website homepage, there will be a mind map showing the guiding questions for the training and illustrating which page can be used to find information on each topic
	Identifies the questions that can be answered by each of the pages in the website and assists the learner in identifying which page to visit first
	Mind-map or similar; mind-map is clickable and the layout of the mind map mimics the layout of the website so that when students click on each key question it takes them to a page where the answer can be found.
	Student must already be motivated to find information; should be viewable after pretest
	The mind map will outline the learning objectives in the format of guiding questions so that students can organize the information in their heads which is about to be viewed and have a structural idea of which page to see for which content (see sample below)

	Overview: At the beginning of each page on the website, there will be a bulleted list, description, or word bank explaining the content to be covered
	Prepares learners for the kinds of information they can find on each webpage
	May vary from as loose as a word bank to as structured as a narrative sentence or two
	Appropriate and applicable to students of all ability levels
	Facts/vocabulary words which will assist learner in locating information


[1] Only 1 in 10 teens tells a parent if they have been a cyberbully victim; fewer than 1 in 5 cyberbullying incidents are reported to law enforcement (Family First Aid, 2012)
[2] Approximately 85% of teens have a social media account (Family First Aid, 2009)
[3] 33% of teenagers have been victims of cyberbullying, but only 7% of parents are concerned about the issue (Rainie, Purcell, & Smith, 2011)
I. Potential Case Studies for ‘Pretest’: Amanda Todd (synopsis/summary or part of original YouTube video: http://www.youtube.com/watch?v=KRxfTyNa24A); NPR story on online shaming (See Fagenbenle Citation); Tyler, Megan, Allyissa, Ryan, Phoebe, and Jessica from Cyberbullying case studies website. The case study will most likely be a video we produce which aggregates information, media and examples from several “typical” cyberbullying cases, and which is embedded in the website. Alternatively, we could produce a DVD to be shown in conjunction with the training. Note: We will utilize a pseudo multiple choice testing strategy as a formative assessment. Results/feedback will mimic teen-magazine-style “If you answered mostly A…”, “If you answered mostly B…”, and “If you answered mostly C…” style responses so that the students can take the quiz as one would take a personality or aptitude quiz without it seeming like we are offering an academic-style, multiple choice test.
II. Sample advance organizer: Specific questions will vary depending on organization of content into specific pages on the website as well as selections for case studies; however, below is an approximation of some of the information which might be included. Each question could include a link to the appropriate page to find information:
[image: image2.png]



III.   Sample overview (again, this will depend on organization of content into specific webpages): “Some cyberbullying is considered a crime. This can happen when people cause physical violence to one another or when they share images which are sexually inappropriate. On this page, you will learn more about kinds of activities which can require the involvement of police, and where there are laws against cyberbullying.” The overview could also include vocabulary (as discussed in the next section), a word splash, or other images which represent the main material covered in this section.
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Instructional Strategies Table (source links embedded in table)

	Instructional Objective
	Strategy
	Initial Presentation and Generative Strategy

	Students will be able to accurately locate the http://www.stopbullying.gov/cyberbullying/how-to-report/index.html   reporting site and follow the steps required to report cyberbullying incidents to the appropriate party/authority.
	Demonstration




Practice
	Students will locate and view site and demonstrate how to report incidences to the proper party/authority by themselves.

Students will strive to achieve skills and knowledge of the internet, computer. Provide the students the opportunity to practice reporting incidences differently to the appropriate party/authority.

	Students will learn and use the appropriate language for cyberbullying and online shaming in their PowerPoint assignment and in their tweets.


	Demonstration





Elaborate





Practice
	Students will open interactive PowerPoint to familiarize themselves with definitions and picture examples on each slide.

Students will show their understanding of the vocabulary word by the example they provide 
of the word.

Students will write a sentence using the vocabulary word.

	Students will be given an example case study to read/listen to/watch and they will determine an appropriate response to the cyberbullying or online shaming incident (i.e., ignoring, reporting to an adult, reporting to the social network, etc.).  Students will then defend their chosen action with the information they learned on the interactive website.

http://www.bamaed.ua.edu/edtechcases/case5.html
Or
http://cyberbullying.ua.edu/index.php/casestudies/
	Model




Elaborate






Practice
	Provide the students with a case study of cyberbullying or online shaming.  

Students will explain what happened and why in the case study with information learned from the powerpoint presentation.

Students will learn to record and review their verbal comprehension skills.

	Given an example case study of Amanda Todd, students will read/listen to/watch and correctly identify what actions constitute cyberbullying and/or online shaming.
http://philosophyatwestern.typepad.com/equality_matters/2012/12/fat-shaming-and-weight-bias-a-micro-inequity-
http://www.npr.org/2013/01/07/168812354/online-shaming-a-new-level-of-cyberbullying-for-girls
	Model



Elaborate





Practice
	Present the student with an example case study for reflection.

After listening, reading, and watching the case study on their own, students will identify that actions constitute cyberbulling and/or shaming.

Students will use an exercise and practice using knowledge of correct response and feedback.

	Given example case studies on Amanda Todd and David Knight, students will correctly list an appropriate response they might have when their peers are contributing to shaming or bullying, or are being bullied and defend its effectiveness.

http://www.huffingtonpost.com/2012/10/25/cyberbullying-teen-suicide_n_2016993.html
and
http://www.cbc.ca/news/background/bullying/cyber_bullying.html
	Demonstrate



Verbal and Imaginal







Practice
	Students will locate and read a case study.


Students will individually choose a case study that interests them and demonstrate their learning of the material by identifying ways to protect themselves and others.

Students will list an appropriate response and defend its effectiveness.
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Materials
Glossary: In order to ensure learners use the appropriate vocabulary, we will create a glossary. This should follow the standard format of most glossaries that includes a search engine linked to the entries in the glossary to ensure the glossary is as user-friendly as possible. The essential terms (bully, defender, onlooker, victim, target, bystander, harassment, cyberbullying, etc.) will be listed in alphabetical order with the term in bold and slightly larger located below a bold, large letter that is underlined to even more clearly mark where that section of the glossary begins and ends. The term will also have an audio file linked to a speaker icon ([image: image3.jpg]


 ) so learners will be able to hear the appropriate pronunciation of the new term. The definitions themselves will use an easy-to-read font like Arial or Times New Roman. If a picture is available and will help the user learn, a picture or graphic may be included below the definition. Similarly, videos may be embedded to further demonstrate concepts. There will also be a list of the letter of the alphabet at the top of the web page that will function as links to each part of the glossary. That is, if the user clicks on a letter of the alphabet, they will be sent to the corresponding letter that marks the beginning of that part of the glossary. Additionally, there will be an interactive image of a cyberbullying incident in which each new term is labeled accordingly and clicking on the term near the image will provide a pop-up window of the definition and pronunciation of the term. Ease of use will be a priority as well as using clear language and explicit signals that will encourage the user to use and transfer the information.
1. Advance Organizer: On the homepage of the website, there will be an advance organizer in the form of a mind map. The different boxes of the mind map will link the user to the appropriate section of the website. Bold words will identify the concepts we want to highlight; however, clicking anywhere in the box will send the user to the appropriate part of the website so that the user does not get frustrated by finding the links. Navigation should be easy with the advance organizer. The main concepts will be posed as questions so that users will ask those questions as they read and become interested in finding the answers, as opposed to simply reading the information. The questions will engage the learner and introduce the concepts of the course while helping them transfer information to their long term memory.
2. Overview: For each webpage, there will be a bulleted list of keywords, descriptions, or objectives to help explain the content that is presented. The main concepts will in bold letters so that they stand out to the user. Likewise, descriptions and objectives will use key words and signaling words to help guide the user through the concepts. Key words will be underlined and new vocabulary words and concepts will be linked to the glossary when necessary. When appropriate, images will accompany the concepts to engage the learners’ senses yet avoiding redundancy and the split-attention effect (Morrison, Ross, Kalman, & Kemp, 2011, p. 215).
3. Case Studies: Case studies will be completely written out in an easy-to-read font style and ensure the use of consequential signaling words as well as grade-level appropriate language and vocabulary. Audio files or podcasts should accompany the page so users may choose to listen to the story as they follow along. Glossary words should be underlined and made into hyperlinks that take the user to a new window that would be the glossary page so if they come across unfamiliar words, they can easily find the appropriate definition and comprehend the case study to the best of their abilities. If we choose to use ready-made case studies from other websites, we will ask permission and then cite them in APA format and provide a link to that website at the bottom of the page. When appropriate, videos may portray case studies.
4. Open-ended questions: These will appear at the bottom of the written case studies. Learners will be encouraged to respond to open-ended questions on Twitter with hashtags. For example, we will ask learners questions like these:

· How was [girl from study] cyberbullied? In your response, use #cyberbully.

· What would you have done if you were cyberbullied like [girl from study] In your response, use #nomorebullies.
· What would you have done to help [girl from study]? In your response, use #bemorethanabystander.
· How should you report a cyberbullying case like this? In your response, use #stopbullying.
The questions will be in bold and italicized to offset them from the text of the case studies. A link to Twitter will be provided after the question as an italicized link that is underlined and a different color. A new window for Twitter will open so that learners can still use the website to refer to the question if needed as they tweet their answers. Learners will also be encouraged to see others’ answers by searching for those hashtag.

5.  Quizzes: Formative quizzes will be used to check comprehension; however, as stated before, these questions will be in multiple choice format, though the answers will be correlated similar to personality or aptitude quizzes in that if the user answers mostly "A," they are just becoming familiar with how to identify and report cyberbullying; if users answers mostly "B," they are familiar with how to identify and report cyberbullying; etc. We will again use Google Forms to create the quiz and link that quiz into the website with a hyperlink that is easy to find, labeled appropriately, underlined to represent that it is a hyperlink (a common practice on most websites). The language of the quiz will be grade-level appropriate and concise, new vocabulary words will link the user to the glossary via a new window so she does not lose her place, and the number of questions will be limited to a manageable amount so that the user does not lose interest or become discouraged.
6.      Links: We will also include links to reporting sites. These links will be located on a separate webpage and in a bulleted list that defines the purpose of that particular reporting site (police, school, social media, etc.) and then provides the link (http://www.stopbullying.gov/cyberbullying/how-to-report/index.html). The purpose will be typed in a larger font than the link. The link will be underlined and a different color to signal that it is a hyperlinks.
7.      Other resources/optional extensions:
· Videos: We will utilize screen capture of social media sites to tell a story about a person or event so that users can more identify the different types of cyberbullying that may occur via social media. Open-ended questions in a Google Form or open-ended questions with Twitter hashtags may follow.
· Videos with cues (Morrison et al, 2011, p. 164) that further highlight the forms of cyberbullying and/or how to respond accordingly. Open-ended questions in a Google Form or open-ended questions with Twitter hashtags may follow. Compare and contrast case studies to identify similar events and/or what sort of similar responses may be appropriate. Again, answers may be submitted using Google Forms.
· A list of things you can do in your school or community to prevent cyberbullying. This list will use easy-to-read language and have links when appropriate.
· An infographic that identifies the roles of bullying and then another infographic that transfers those roles to cyberbullying. That is, the first infographic will portray a well-known bullying situation that is happening in the school hallways and place the labels of each role above the appropriate person (i.e., bully, victim/target, supporter, defender, etc.). The cyberbullying infographic will use the same language but use a screenshot of a social media (i.e., Facebook) to identify what those roles look like virtually so that users can build from their existing knowledge and expand their definitions of bullies, victims/targets, supporters, defenders, etc.
Layout considerations: With a web design, the layout will be of primary concern so that the site is user-friendly and intuitive. We will be mindful of the usage of explicit signals, such as headings, lists, global signals, and sequencing cue words that will help guide users through the program. If we do go with a tool like Weebly, the interface is pretty straightforward. Each of the topics/objectives we go over could have its own section.
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Multimedia Design

Regardless of the medium with which the message is delivered, the most important factors to consider is signaling the text’s schema. Research supports that learning can be affected by the design of the message; the text book authors referenced Wiley and Voss (1999) who said, “information learners retain from the instruction is dependent on the “considerateness” of the text” (p.181). The signal that identifies the text’s structure can be used by the learner to aid in their comprehension of the information presented. Global signals are part of the design of the instructional unit, like the heading on a page (which includes the chapter name, section name, and page number). Morrison, Ross, Kalman, & Kemp (2011) stated that these signals can be thought of as a system because they are “consistent and used throughout the material, whether it is print, a web page, or a computer-based instructional unit,” (p. 181).
When using PowerPoint (PPT) or some other form of multi-media for message design, some considerations that need to be made are, the type of signals used to indicate important information (i.e. typographical variation, layout, headings, and pictures or graphics). Pictures in the text can function in several capacities. They can function as decoration, representation, organization, interpretation, and transformation. Deciding to use pictures in instruction, according to Morrison et.al (2011) is influenced by three factors: whether it enhances learning, availability of the picture or illustration, and the cost of reproducing the materials with the pictures (this last one is not as large a problem with digital message delivery).
Two other great multi-media resources are: Twitter and Facebook. These two resources can help develop a storyboard to a video.  Storyboards are graphic organizers in the form of illustrations or images that visually tells the story of an animation panel by panel, kind of like a comic book. Screen shots and screen recordings of videos, tweets, and Facebook statuses are utilized to create media which tells the story. The use of video demonstrates real-seeming interactions being tweeted or posted on Facebook is particularly apt as it mirrors the way the learner would actually view, experience, or participate via social media.
Our project will take on the format of a web page; we will incorporate as many multimedia elements as possible into the display of each page, including particularly video, screen capture from popular Internet sites, and other media from elsewhere on the Internet so that we are showing relevant and real-world examples of how social media and technology play a role in the issue of cyberbullying.
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Development Introduction 
Instructional Materials Overview  


We will create a website that will become an interactive platform that is used for receiving and providing information. The main goal is to help provide teenage girls, ages 14-15, with the correct information about cyberbullying awareness and prevention. The girls need to understand what cyberbullying is, ways to prevent it, and ways to respond if it does happen. We would begin with a group presentation of a case study. In another section, the students would move to an interactive PowerPoint to use the vocabulary associated with cyberbullying independently. The website would then be self-paced and instructor evaluated so the teacher can field questions or misunderstandings. The more topics we put on our website, the more aware the teenage girls will be about cyberbullying and what not to do. Our hope is to cut down on the number of teenage girls that become victims of cyberbullying and provide them with a resource that they may use in the future if they or someone they know is cyberbullied. 


One instructional resource we will include is a video of a case study about a girl who is cyberbullied. This will give the learners a look into another person’s life and the hardships they experienced through cyberbullying. A video will be used because many teenagers enjoy watching YouTube videos, so this mode of communication is appropriate for this age group. Furthermore, it will allow us to display the many posts and comments that can make up an entire cyberbullying incident so that learners can see how horrifying cyberbullying can be and how it can affect your life. Our main goal is to show learners that once something is posted online, it is always available, even if you thought you took it down. In the case study, a girl sends pictures to a boy that she likes and she later finds out that the “boy” is actually a girl from her class. You watch how the girl slowly becomes affected by the taunting of the other students. This video shows how surreal this topic has become today, especially with all the emerging types of social media networks.


The second instructional resource is an interactive PowerPoint where learners can locate useful definitions for words associated with cyberbullying. Each slide will give learners a chance to give an example and to write a sentence using the given word. An interactive PowerPoint was chosen because we wanted learners to become familiar with the words that are associated with cyberbullying terms. Also, we want to give learners a chance to take a new word, relate it to fictitious or real situation, and put the word into a sentence to show mastery of the concept. In the end, learners are given a chance to pick where they would fit within the Bullying Circle. With all the information provided, we hope all the teenage girls will end up being a defender (and never a victim) if this situation would ever occur.
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Instructional Materials Samples

Developing Example Instructional Materials 

     Sample Instructional Material 1: Video Storyboard
The first sample instructional material we have developed is the storyboard to a video which will introduce a case study in cyberbullying to the learner so they can establish and defend their opinion on how a situation in cyberbullying should be handled (Morrison et al.,  2011). It will take screen grabs and screen recordings of videos, tweets, and Facebook statuses (some real and some from fake sites like http://faketweetbuilder.com/ and http://fakebookquotes.appspot.com/ utilized to create media which tells the story of a bullied teen. (Please refer to the attached storyboard resource.) The use of video for this topic demonstrating real-seeming interactions being tweeted or posted on Facebook is particularly apt as it mirrors the way the learner would actually view, experience, or participate in cyberbullying via social media. The final edit of the video would utilize storytelling devices in the same style as the oft-circulated ‘Social Media Christmas’ (IgniterMedia, 2010) and the Google love story, “Parisian Love’ (Search Stories, 2009).

           After the students have viewed the video, they will be prompted to answer multiple choice questions about what they think is happening in the story and what should happen next, as a part of our formative assessment strategies to evaluate what their current comfort is with the topic before receiving any instruction or additional resources (Morrison et al.,  2011). They will be asked to identify the role that each character in the video “story” plays in the bullying cycle and asking for suggestions for what the protagonist should do, and submit their answers via Twitter and using the appropriate hashtags so responses can be easily found. In this way, the instructor receives feedback about what the students knew and did not know about the bullying cycle at the outset of the course before any content-specific vocabulary is introduced and is able to identify any potential follow-up which may need to be done with students whose answers are off base or in any way alarming. We anticipate that learners would, in all likelihood, provide the simplest possible response or solution without consideration of many facets to the problem, and that their answer at the end of the module would be significantly more diverse in its approach and specific in its suggestions (Morrison et al., 2011). 
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     Sample Instructional Material 2: Interactive PowerPoint

Another instructional material we have developed is an Interactive PowerPoint presentation.  An online presentation allows its learners the ability to review the presentation as many times as necessary to learn and understand concepts associated with cyberbullying: What is it and how are they involved?  Students are given definitions and shown pictures that are associated with cyberbullying so we can utilize multimedia instruction that incorporates both pictures and words or narration in the instruction (Morrison et al., 2011, p. 256). The student clicks on each slide, reviews the definition, and gives a fictitious or real example of the word. Students should familiarize themselves with words associated with cyberbullying. They can show mastery of the concept by using it in a sentence. At the end of the presentation, students can decide where they currently fit within the cycle of Cyberbullying. This PowerPoint can be viewed multiple times by each student and provide self-directed learning.


The slides were created in an educational format to ease learning for the learner. On each slide the student is given a definition of the word associated with cyberbullying. The definition prompts the student to understand the meaning of the word.  After the student reads the definition they are asked to complete two tasks. The first task is to give an example of the word. This is a great way to ensure the student truly understands the word and its meaning. The second task is to write a sentence or multiple sentences using the word. These two tasks set the tone for the interactive slides and ensure the topic of discussion is covered thoroughly. 
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Delivery Methodology


Because cyberbullying occurs in a digital realm, we will use that same realm as a means of instruction; however, the website will be used more so to complement the course therefore creating a “blend of the traditional and distance education delivery systems” (Morrison et al., 2011, p. 224). This blend is appropriate for 14- and 15-year-olds who enjoy using the web but they may not be accustomed to web-based instruction yet. Nevertheless, this format will also allow users the freedom to peruse the website in a self-paced manner because “much evidence supports the belief that optimum learning takes place when a student works at his or her own pace” (Morrison et al., 2011, p. 226). The mixture of media (i.e., videos, audio files, etc.) will “increase variety and impact, so that the distance instruction is more interesting” (Morrison et al., 2011, p. 225-226). The instructor will introduce the website and point out the essential features of it so that the learner can comfortably navigate through the site and proceed as she sees fit. The role of the instructor will become that of a “learning concierge” (Dembo, 2008) allowing the learner to “complete the instruction according to their own abilities” while allowing more individualized attention from the instruction (Morrison et al., 2011, p. 227). 


Furthermore, because the course is essentially stored on the website and merely facilitated by an instructor, “the information presented to each learner remains consistent” (Morrison et al., 2011, p. 228) which is important with this subject matter because there are many details that must be presented if learners are to learn what cyberbullying is, the various forms it can take, ways to prevent it, and ways to respond to it. Having a sort of “participant’s package” (Piskurich, 2005, p. 184) via the website will help to standardize the information that is presented to the learners. Similarly, having a web-based course will encourage learners to revisit the course as needed, especially if they find themselves in the middle of a cyberbullying incident because learners will know where to find accurate, reliable information in a short amount of time. 


However, this self-paced style of instruction via an interactive website might “become monotonous and uninteresting” (Morrison et al., 2011, p. 228) and learners may choose to use the web in unintended ways (i.e., to check Facebook or Twitter) or skip ahead because they may still lack self-discipline skills. Additionally, this mode of education is unreliable because it relies on “the sophistication of the telecommunications system and other resources” (Morrison et al., 2011, p. 225). Nevertheless, since we will be addressing cyberbullying, it seems more than fitting to do so with a web-based, self-paced course because that is essentially where cyberbullying will occur--on the web when one is physically alone. 
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Instructional Plan 
Learning Objective 

1.1 Students will learn and use the appropriate language for cyberbullying and online shaming in their PowerPoint assignment and in their tweets.
1.2: Students will be given an example case study and will respond to questions pertaining to cyberbullying and defending their choices with examples and vocabulary discussed during instruction.
1.3: Given an example case study, students will correctly identify situations where online shaming is taking place.
1.4 Given an example case study of Amanda Todd, students will read/listen to/watch and correctly identify what actions constitute cyberbullying and/or online shaming.
1.5 Given example case studies on Amanda Todd and David Knight, students will correctly list an appropriate response they might have when their peers are contributing to shaming or cyberbullying or are being cyberbullied and defend its effectiveness.
1.6 Students will be able to accurately locate the http://www.stopbullying.gov/cyberbullying/how-to-report/index.html reporting site and follow the steps required to report cyberbullying incidents to the appropriate party/authority.
Content Presentation

Content: 

The students will be introduced to the interactive website, learn important terms associated with cyberbullying and online shaming, complete an interactive PowerPiont, view and discuss a cyberbullying case study video, and learn where they can report cyerbullying incidents.  
Demonstration:

1. Students will watch a YouTube video in which they may lose the right to choose what happens with a shared photo. 
2. Students will discuss what exactly happened in the video and realize why and how the subject lost control of her photo.
3. Students will take a pretest about cyberbullying. 
4. Students will be shown where to find the interactive vocabulary PowerPoint.
5. Students will complete the interactive vocabulary PowerPoint and submit their work to the instructor’s LMS (i.e., Blackboard, Moodle, etc.).
6. Students will be shown where to locate the case study video. 

7. Students will be prompted to answer open-ended questions on Twitter using hashtags to explore possible reactions and actions to cyberbullying. 
8. Students will read and respond to other learners’ tweets. 
9. Students will view a list of resources of who they can tell when they are cyberbullied, when they should go to the police, and what are their state’s cyberbullying laws. 
10. Students will take a posttest on Cyberbullying. 
11. Students will be shown how to submit the quiz for grading/results.
12. Students will be told the expectation for mastery (a grade of 80% or better) and will be expected to retake the quiz until they achieve that score.
Materials and Media Selection:

Computer or tablet, website, screenshot cyberbullying case study video, PowerPoint presentation, Google Forms quiz, LMS (Learning Management System), headphones or earbuds (optional)
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Student Participation

Student Grouping: This is a self-paced course; therefore, there is no need to group the students. They will be able to proceed at their own rate. 
Practice Items and Activities:

1. Students will view and complete the interactive vocabulary PowerPoint that introduces and gives an opportunity to manipulate terms associated with cyberbullying and online shaming. 
2. Students will submit their completed and appropriately labeled and saved PowerPoint assignment on the instructor’s LMS (i.e., Blackboard, Moodle). 
3. Students will locate and view the case study video.
4. After viewing the video, students will use Twitter to answer open-ended questions about cyberbullying. 
5. After tweeting their answers, the students will view other participants’ answers and/or respond to instructor feedback. 
6. Following the case studies, students will explore the cyberbullying reporting website.
7. Next, students will take a posttest of the course. A score of 80% or better demonstrates mastery of the material. A score lower than 80% requires the student to review the website and retake the quiz until a score of 80% or better is achieved.  
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Feedback

Students will give verbal feedback to the instructor of their understanding of cyberbullying and online shaming. Also, the instructor will circulate and ask questions as the students complete the instructional activities in the course. An exit poll will also be administered at the end of the course to see participants' responses and suggestions. Thirty to forty-five days after the course, participants will fill out a follow-up survey in which they will explain how/if the course has affected their online behavior.  
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Unit Overview
Background of Goals and Instruction




Cyberbullying affects many adolescents and teens on a daily basis. It involves using technology, like cell phones and the Internet, to bully or harass another person. This can be damaging to teens because it may lower their self-esteems and cause loss of interests, depression, poor grades, anxiety, and even thoughts of suicide. The problem today is teen cyber abuse is increasing at a staggering rate (LadyLane, 2012).Throughout this entire presentation, the learners will learn about cyberbullying and online shaming. We chose 14- to 15-year-olds because at this age, girls can be heavily influenced by friends, boyfriends, or random people they meet online. Luke Gilkerson (2012), author at Covenant Eyes, wrote, “41% of older girls (15-17) report being bullied—more than any other age or gender group.” By educating them at an earlier age, it will help spread the truth about cyberbullying and it will help people before things get too serious. LadyLane (2012), author for InfoBarrel, stated, “Females are more likely to be involved in cyberbullying than males." The learners will be given information about ways to protect themselves from cyberbullies, ways to understand all words and actions associated with cyberbullying, and who they can turn to or what they can do if they are being cyberbullied. We want every girl to know what to do if someone they know is being cyberbullied. It is important that every girl knows the correct path to take when put into a cyberbullying situation. The learners will be viewing case studies of real teens who went through cyberbullying and the stories they had to tell. With technology increasing each year, we want to take a stand on cyberbullying before more people become affected by this and feel there is no way to deal with it.   
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Introduction to the Unit


Have you ever been online and had someone say something mean to you or about you? Or were you told to do something that you were not comfortable doing via your cell phone or the internet? These two examples can be forms of cyberbullying. Cyberbullying is defined as an intentional and repeated harm inflicted through the use of a computer, cell phone, and other electronic devices. The actions can be threatening, embarrassing, harassing, tormenting, or humiliating. Cyberbullying is not a joke; it can be damaging which may lower self-esteems and cause loss of interests, depression, poor grades, and anxiety. Many students may turn to drugs, and/or thoughts of suicide. With cyberbullying rates increasing, learners need to be aware of what to do if something like this happens to them and how to deal with it.           [Return to TOC]
Instructional Objectives:  

· To teach learners the appropriate vocabulary.

· To help learners fully explore and analyze cyberbullying case studies.

· To prepare learners to deal with cyberbullying.

· To provide descriptive feedback to the learners so they meet the instructional objectives.

· To teach learners how to report cyberbullying instances.
Learning Objectives

· Students will be able to correctly identify what cyberbullying and online shaming are.

· Students will be able to correctly identify where they will be able to locate or report cyberbullying or online shaming.

· Students will learn the correct response to a fake account of cyberbullying and understand who is the correct person to tell.

· Given the new set of vocabulary words, the students will write a sentence with a word they know, and a word they only heard of. Then, write a sentence with a word they have never heard of. 

· Given example case studies, students will correctly identify situations where cyberbullying or online shaming is taking place.

· Given example case studies, students will correctly list or name appropriate responses and/or reactions they might give when their peers are contributing to shaming or cyberbullying or are being cyberbullied. 
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Structure of this guide


Table of Contents
I. Introduction to the Unit (Cyberbullying)

a. YouTube video 
(http://www.youtube.com/watch?feature=player_embedded&v=pGkaw44-Ql4)
b. Group Discussion
II. Students will take a pretest over cyberbullying.

a. Multiple choice test to assess prior knowledge

III. Students will complete interactive power point on cyberbullying

a. Student will give an example for each word.

b. Students will write their own sentences. One word they know, one word they have heard of before, and one word they have never heard of, in a sentence.

IV. Students will review case studies

a. Students will tweet their responses to open-ended questions using the appropriate hashtags
b. Students will review their classmates' answers on Twitter
c. The instructor will identify what students know about cyberbullying through learners' answers
V. Students will view a list of resources

a. Who to tell if being cyberbullied

b. When to go to the police

c. Knowing your state laws against Cyberbullying

VI. Students will take posttest on Cyberbullying.

a. Multiple choice test


We decided to give show a YouTube video first because it is very informative and we want to show learners what can happen with even one small mistake. A large group discussion should follow the viewing of the YouTube video. Then have the students take a pretest (see page 15 of this document). The results will let the instructor see what the students already know about the topic. Next is an interactive Power Point, so the students can start to understand the words associated with cyberbullying. Students will give an example for every word and as well as use it in a sentence. Students will then watch/read/listen to other case studies about students who have been affected by cyberbullying. They will respond by tweeting their answers about case studies with specific hashtags. Lastly, students will be given information on who to tell if being cyberbullied, and when it is ok to go to the police. Also, a website will be given about knowing your state laws. Finally, students will take a posttest to see how much they learned from the activity.
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Pre-workshop Planning 

Part A: Preparing Participants


Advertise for the program using brief messaging such as a poster in the computer lab or a brief spot in the daily bulletin, as well as any other social media/traditional media outlets that are available such as school/community Facebook pages, Twitter feeds, or newspapers, as appropriate based on the needs of the community. Include generic visuals of teens on computers or using mobile devices with captions such as “Is your Facebook locked down?”, “Who really reads what you Tweet?”, “Are you safe online?” and other thought provoking/questioning tactics, followed by a tag such as “Find out what you can do to protect yourself and your friends from dangerous situations online during our cyberbullying course, Class X, Time Y, Instructor Z.” This mode of advertising will prepare the community for a cyberbullying conversation.

Given the highly sensitive territory into which this training can quickly move (sadly cyberbullying does sometimes end in suicide or other poor choices which are uncomfortable to discuss), it is strongly suggested that this module be completed with the full approval and awareness of the administrator in the building (in fact, it is recommended that the approving administrator preview and approve all content), and that parents and students be notified that you are discussing this topic in advance. Let teachers know that they may hear an increase in conversations about online presence and cyberbullying in the coming weeks, and give them the opportunity to ask questions and preview the training. Communication directly to students is the preferred method of disseminating any specific details about the training so that you can control the kind and type of information they receive so you do not have any problems in the time leading up to the training. A diverse array of communication types (visual, oral, etc.) is preferred.
Part B: Student Groupings

This module is designed primarily to be an individual activity, with some careful whole-group discussion facilitated by the instructor. It is suggested that the training be conducted in a place which is free of distractions and where students can sit at a computer in a semi-private setting and where they cannot see one another’s monitors easily. Likewise, headphones should be provided for participants so they may block out distractions and focus upon the case studies with no trouble. When you do move about the room to assist students individually, you will want to be able to converse privately with students who have questions, so be mindful of the space you are in when you organize the training. Ask teachers, counselors, or other adults who know the students well whether there are any students who may warrant special seating (either due to a physical or learning disability, difficulty focusing because they are known to have encountered some of the material in previous personal experiences, or if they may be particularly sensitive to it). Map out your anticipated location and pathways you plan to walk through in the room so that any whole-group discussion is under your control and you can use physical proximity to reach any student quickly in case you need to redirect or offer assistance.
Part C: Giving Participants Advance Information

If possible, meet with several students prior to the training to gauge their perceptions of the topic and what content they might learn in it. Make sure students are informed about the topics that will be discussed. Based on this, before you begin your instruction, let students know that you will be discussing. Remind them of where they can go during the training if something comes up for them and they feel that they need to speak immediately with a counselor, or if they wish to opt out of all or part of the training. Let them know the goals of the course (in sweeping generalizations), and let them know that it is designed for everyone’s safety and information.
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Instructional Environment, Equipment, and Materials
Considerations for the delivery environment

There are various learning environments that the instructional unit can be used in including K-12 schools, peer groups, public library, home, and online. The learning environment affects students’ abilities to attend to instruction. In a classroom setting, each student should have access to a computer desk area and it should be comfortable and separated. The student should have as much privacy as possible. The lighting needs to be advantageous to working on a computer. The room arrangement needs to allow the trainer to move freely about the room to assist when it is needed. The climate in the room needs to be taken into consideration depending on what time of year it is. You want to make sure the room is not too cold in the winter, and in the summer it should be air-conditioned to keep it from being too hot. Most importantly, the room should not be near any distracting noise or activity to give the students the most positive learning environment.

Equipment and materials

For this training, each student will need to have a computer or laptop with internet access and common knowledge of the internet. If the training is taking place at a school, the trainer will also need access to a computer with internet access and access to the computer monitoring system so that the instructor may ensure participants are on task by viewing participants’ monitors. If the participant will use a desktop computer, each computer will need to have a working keyboard and mouse. To successfully complete this training, the participant should have access to case studies, discussion topics, an interactive PowerPoint, and quizzes to analyze progress being made.


If possible and necessary, each participant should create a Twitter account or use a generic EmpowerEd learner account with a student login should be made so that students who do not have Twitter can still tweet responses. Make sure Twitter and YouTube are not blocked at school and that students are allowed to access them. If these sites are blocked, make sure you have DVDs with content from the website which might be blocked on the school’s filters for all appropriate videos. Additionally, the instructors LMS may be used to collect the open-answer questions as an assignment. Depending on the technical knowledge of the training, there should be an IT person on site available to offer assistance with any glitches the student may have with the computer.
Handouts and media support

            Each computer should have a flash player and media player. Before the training the intended sites need to be previewed. Before you begin setting up for the program, verify that the students who will be participating in the training know how to use Twitter, PowerPoint, and have the requisite computer literacy to navigate a website, save and email documents, etc.
Other Considerations


This is a self-paced module designed for individuals to complete independently; at their own pace.
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 Instructional delivery and sequencing
Overview of lesson

This unit was designed to increase awareness and the prevention of cyberbullying and online shaming. Throughout the activities of the lesson, the students will learn vocabulary, read/watch/listen to case studies, and participate in discussions and quizzes that will help them learn who they can turn to, what they should do, and what steps must be taken to stop and prevent further cyberbullying situations.

Sequence of activities

- YouTube Video (http://www.youtube.com/watch?feature=player_embedded&v=pGkaw44-Ql4)
- Multiple choice pretest over cyberbullying

- Interactive vocabulary PowerPoint

- Whole group presentation and discussion of a cyberbullying case study

- Read/view case study

- Tweet and view tweets on case studies

- Learn about helpful resources

- Posttest on cyberbullying

Step-by-step process

Step 1: To introduce the lesson, each of the students will watch a video on YouTube from her computer. The video poses questions for the viewer and she chooses what happens next. She quickly learns that the choices are no longer in her hands and she has no control over the situation. The instructor will circulate and observe students’ reactions to the video.

Step 2: After the video, the instructor gains the attention of the participants and facilitates a whole group discussion what happened in the video and their thoughts about the situation. The instructor will ask questions that guide the students’ thinking into the direction that cyberbullying and online shaming has major repercussions.

Step 3: The students will participate in a multiple choice style pretest. This will give the instructor the opportunity to gauge the girls’ prior knowledge of the topic. The instructor will circulate as the assessment is being completed and observe some of the choices being made on the assessment. The assessment is scored automatically so students see their results immediately. The instructor is also able to view the results so he/she is aware of which students may need extra guidance. The results will let the students and instructor know how well acquainted the students are with cyberbullying. (i.e. If you answered mostly A, you are just becoming familiar with cyberbullying and how it should be reported. If you answered mostly B, you are familiar with cyberbullying and how it should be reported. If you answered mostly C, you are almost an expert on cyberbullying and how it should be reported, but keep exploring the EmpowerEd website to see if there is something you didn’t know).

Step 4: The instructor will guide the students through the process of viewing/completing an interactive PowerPoint designed to teach the students about terms frequently associated with cyberbullying. The students will be asked to give an example of the given terms and then to write sentences using the terms correctly in each sentence. The students, at this point, will be moving at their own pace and upon completion of the PowerPoint they will submit their work to the instructor's LMS. The instructor will circulate and answer any questions posed by the students as they work on the vocabulary – guiding thinking, not giving answers; the objective of this is for the students to internalize the terms and build their understanding themselves, the instructor is there to keep them on the right path.

Step 5: At this point, the students will begin viewing case studies; there are three online case studies. The instructor will make sure all students can access the case studies and they will proceed through the case studies at their own pace. The students will read/watch/listen to the situation presented in the case study, view the available images (if applicable), and will tweet their responses and comments of the cases. The instructor will view the students’ tweets and reply with feedback or follow-up questions. The students will be encouraged to view the comments made by the others and also send follow-up questions/comments. This cycle will repeat until all three case studies are viewed and commented on by all participants. The case study reactions and responses will lead to more whole group discussion about the case studies and the students’ reactions/thoughts.

Step 6: After the discussions, the instructor will guide the students through learning about available resources for instances of cyberbullying that they may encounter. Through direct instruction, the girls will learn about whom they should tell when situations arise, which situations (and at what point) require police involvement, and finally, they will learn what the state laws against cyberbullying are. During this process, the instructor will be presenting the information, both verbally and with important information the girls need to take note of on a PowerPoint. The students will be taking notes of the information making sure they understand what the laws for their state against cyberbullying are, when to report cyberbullying, and where they go to make a report.

Step 7: When all questions are asked and answered, in order to informally assess what the students learned, the students will complete a multiple-choice posttest. This assessment will be online and the students will get immediate results. If the students score 80% or better, they have successfully completed the course and have met the learning objectives. If they score less than 80%, they will retake the quiz until the desired score is reached. The instructor will circulate and guide students as needed.
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Assessment of learning  
Pre-assessment strategies (before learning)


To assess learners’ prior knowledge of cyberbullying, a pretest will be administered. Questions will be similar to the content of the quiz “How much do you know about cyberbullying?” (http://www.gotoquiz.com/how_much_do_you_know_about_cyberbullying); however, questions will be arranged in such a way that the answers will show the learners’ current knowledge of cyberbullying. For example, the results will be something like this:

· If you answered mostly A, you are just becoming familiar with cyberbullying and how it should be reported. Keep exploring the EmpowerEd website to improve your knowledge!

· If you answered mostly B, you are familiar with cyberbullying and how it should be reported, but the EmpowerEd website will help you become an expert!

· If you answered mostly C, you are almost an expert on cyberbullying and how it should be reported, but keep exploring the EmpowerEd website to see if there is something you didn’t know.


These results will hopefully be encouraging to the learner as she progresses through the website and learns about cyberbullying. She will “receive immediate feedback on how well [she is] learning as instruction takes place” (Morrison et al., 2011, p. 291). Likewise, the learner may return to the quiz later to see if her knowledge has improved. The instructor, however, may view the initial pre-test results and identify which learners may already be familiar with the topic and which learners will need the most help (Morrison et al., 2011, p. 291). 
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Formative assessment strategies (during learning)


After students have reviewed the vocabulary associated with cyberbullying, they will complete an interactive PowerPoint presentation as a formative evaluation so as to “inform the instructor or planning team how well the instructional program is serving the objectives” (Morrison et al., 2011, p. 272). The students will fill in the blanks of the PowerPoint, save it, and upload it to the instructor’s LMS for revision. The instructor will leave descriptive feedback on the LMS and point out what the learner may need to review or revise for resubmission (Morrison et al., 2011, p. 275). 

To see if learners can correctly list or name appropriate responses and/or reactions they might give when their peers are contributing to shaming or cyberbullying or are being cyberbullied, learners will read/watch/listen to a case study on cyberbullying. Afterwards, they will answer the open-ended questions on the bottom of the webpage on Twitter with the corresponding hashtags. The questions will be something like this:

· How was (insert girl’s name from the case study) cyberbullied? In your response, use #cyberbully.

· What would you have done if you were cyberbullied like (insert girl’s name from the case study)? In your response, use #nomorebullies.

· What would you have done to help (insert girl’s name from the case study)? In your response, use #bemorethanabystander.

· How should you report a cyberbullying case like this? In your response, use #stopbullying.

The instructor will review their tweets to assess the learners’ ability to identify and respond to cyberbullying. Learners are also encouraged to view their classmates’ responses and pose questions if they have them. The interactive nature of Twitter should allow for plenty of replies and retweets that allow the instructor to evaluate “the quality control of the development process” (Morrison et al., 2011, p. 274). To provide the learner with feedback on her progress, the instructor can reply to the learner’s tweets with questions about her answers to challenge her to see a new perspective or to think about another possible answer. It is important to provide the learner with timely, descriptive feedback so that she knows how she is doing and achieves the instructional objective (Wormeli, 2010). 
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Summative assessment strategies (after learning)


As a summative assessment, the learner will take a posttest. It will be a multiple choice test; however, questions will be worded differently from the pre-test to ensure the learner has transferred the cyberbullying knowledge from her working memory to her long-term memory. It will have questions similar to the quiz “Addressing Cyberbullying” (http://www.cyberbullying.us/quiz.php?QUIZNUM=3) . If learners achieve a score of 80% or better, they have completed the course. If their score is lower, they will be encourage to review the information on the website before taking the test again. Check each learner's score to ensure she has achieved a final score of 80% and encourage learners to review the learning resources before attempting to take the posttest again. As Rick Wormeli (2011), a 30-year veteran teacher, said, “Making students redo their learning until it meets high expectations demands far more of both students and teachers than letting them take a failing grade but it also results in far more learning. Maturation occurs in the fully credited recovery from unsuccessful attempts, not

by labeling those attempts as failures.” Learners need to demonstrate they have learned the instructional objectives, and especially since this is not a graded course, we want learners to feel empowered by giving them the time they need to learn the material. After all, this is a subject matter that they will have to encounter daily, so we want them to be informed, prepared, and empowered to deal with cyberbullying in the future.  
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Evaluation Process and Alignment of Unit Goals
Evaluation Process and Alignment of Unit Goals to the Evaluation Process
The following evaluation process is outlined based on the following unit goals (see Analysis section for more detail on objectives):

1. To inform and bring awareness to girls between the age of 14-15 on how to protect themselves against cyberbullying and shaming (See evaluation phase D1)

2. To provide training and resources to girls so that cyberbullying is prevented (See evaluation phase PR1, PR3, PO2)

3. To provide steps to girls on what to do if they are/were victims/bullied (See evaluation phase PO1, PO2)

4. To warn girls of the potential risk of sharing to much information so they can protect themselves (See evaluation phase PR2, D2)
Prior to instruction, an evaluation will be conducted through several trials and runthroughs, both conducted by adults who know the students and can predict the impact that the training will have on their actions and behaviors, and then by several students who have been selected by teachers as being mature and articulate enough to participate in a trial and give candid feedback prior to running the training for all students. From there, individual changes to the instructor guide or individual instructor program can be made based on the individual character of each group receiving the training. Ideally, the instructor is one of the adults doing the pre-trial.
During instruction, the instructor will be responsible for ensuring that the module is working correctly and that the responses gathered throughout the training (via Twitter, in the PowerPoints, as results from the quizzes) are appropriate, and that no red flags go off in terms of students using the training as a platform for bullying or as a way of sharing inappropriate messages, or using social media in a way that is not consistent with the school's acceptable use policy or internet agreement contracts.

After instruction, our module will be immediately evaluated based on the students' reporting of how useful the training was. This will be accomplished through use of on an exit poll, responses to the case studies, and responses to the final self-evaluation multiple choice test. Then, in a time range of 30-45 days after instruction, we will post a followup survey or make a repeat visit to the school to interview participants to see the impact that the training had on their approaches to social media use and their awareness of the issue after some time has separated them from the training (what content actually sticks with them?).

Feedback from all three phases of the training will be incorporated into changes to the content and layout of the website. We acknowledge that social media is always changing, and as such so will the relevance of some of our course materials; as new social media platforms become popular or are utilized increasingly for student communication, the training may be continually modified and updated to reflect the most current technologies being utilized for Internet communication by younger teenagers. The current platforms addressed most directly are Facebook and Twitter, but the training can be used to reflect multiple other platforms of communication easily.
	Evaluation Process
	Tools Needed to Gather Evaluation Data
	Alignment of Unit Goals to Evaluation Process

	Pre-Instruction
	PR1: Is the scope, pace, and content of the course appropriate for a 60-minute, hybridized online/classroom, standalone training?
	Completed module; either an adult or student to run-through of the module to evaluate and discuss timing, messaging, etc. in a one-to-one trial.
	Does content cover appropriate, relevant, and current content (Goal #2; ensuring that resources are effective)

	
	PR2: Expert review of content. Is the content of the given module applicable and appropriate for the specific group of girls to which it is to be delivered?  
	Completed module; assistance from SMEs, counselors, or others who know the students taking the training.
	To warn girls of the potential risk of sharing to much information so they can protect themselves. (Goal #4)

	
	PR3: How can public relations-inspired advertising help sell the program before it begins? Will the program be of high impact to the target audience? 
	Positive review from one of the students participating into the trial, to be used as testimony for other students and as a way of advertising to other students.
	To provide relevant training and resources to girls so that cyberbullying is prevented, and to get buy-in for the training before it begins (Goal #2)

	During Instruction
	D1: Are the students interacting with the media appropriately?
	Access to moderated Twitter feed; Saved PowerPoints on vocabulary (Can be opened/viewed by instructor to assess while students complete the rest of the training)
	To inform and bring awareness to girls between the age of 14-15 on how to protect themselves against cyberbullying and shaming. (Goal #1)

	
	D2: Is the technology facilitating appropriate discussion with responses to the case study, correct work in the PowerPoint, "correct" quiz answers (ie, most girls, by the end of instruction, rate high as being able to prevent bullying)?
	Access to student Twitter feed; backup plan to conduct on-the-fly modifications in the event that the (Potential troubleshooting solutions: additional Twitter accounts which teachers can use to moderate or drive the discussion; samples of correctly completed work for students who are struggling; ability to log off a student remotely should a conversation become adversarial; counseling and other resources outside the training room should students need individual counseling)
	To use the technology often used in cyberbullying to make others aware and practice appropriate usage; to warn girls of the potential risk of sharing too much when they are using that technology (Goal #4)

	Post-Instruction
	PO1: Immediately following the training, what are the things that make the strongest impression on students? Are the strongest messages what we want them to be? What knowledge do the students walk away from the training with?
	Exit poll, summative assessment (multiple choice survey quiz); example case studies to help grasp the idea of cyberbullying; exit poll; posttest.
	To provide steps on what to do if they are/were victims or bullied. (Goal #3)

	
	PO2: Has the message “stuck” with the target group of girls?/Has it influenced their decision-making?
(If ever put into a situation of their own, has the message "stuck" with the target group of girls and influenced their decisionmaking?)
	Post survey or repeat visit to school to interview participants (between 30-45 days after completion of module by the main group of participants)
	To assure participants are responding to cyberbullying appropriately and not participating in cyberbullying; to reinforce previously taught concepts. (Goal #2, #3)
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